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**Scenario**

We want to manage a remote instance of SQL Server Integration Services using SQL Server Management Studio. Here, *SQL Server 2008 R2 Management Studio* is installed on a notebook running *Windows 7*. The *SQL Server 2008 R2 Integration Services* are installed in a virtual machine running *Windows Server 2008 R2*. (The virtual machine is hosted by Hyper-V.)

Windows Firewall is active on both the notebook and the server. Neither the notebook nor the server is member of a domain. For this scenario, the notebook is called *red* while the server is called *bts2010*. On both machines, there is a local user called *mschmitt* which is member of the local *Administrators* group. The passwords of the user account mschmitt on both machines coincide.

Using SQL Server Management Studio on the notebook, try to connect to the Integration Services on the server.

![Connect to Server](image.png)

The connection will fail. The error message is:

*Cannot connect to bts2010.*

*Failed to retrieve data for this request. (Microsoft.SqlServer.Management.Sdk.Sfc)*

*Connecting to the Integration Services service on the computer "bts2010" failed with the following error: “Access is denied.”*

*This error occurs when the computer has not been configured to allow remote connections through DCOM, or the user does not have permission to access the SQL Server Integration Services service through DCOM.*
Tasks

Tasks that enable remote management of Integration Services include the following:

- Configuring the Windows Firewall on the server machine to allow remote connections through DCOM to the Integration Services service.
- Configuring DCOM permissions on the server machine to allow remote connections through DCOM to the Integration Services service.

Configuring Firewall Rules

The SQL Server Management Studio needs to submit remote procedure calls (RPC) to the Integration Services service running on the server machine. So we have to configure the appropriate firewall rules on the server machine.

On the server machine, open up **Administrative Tools -> Windows Firewall with Advanced Security**. Open up the **Inbound Rules** pane.

In the **Actions** pane, click **New Rule**.
Choose a **Port** rule. Click **Next**.
Choose the **TCP** protocol. Choose **Specific local ports** and enter **135**. Click **Next**.
Choose **Allow the connection**. Click **Next**.
Choose the appropriate firewall profile(s). In this scenario, we only allow computers connected to a **Private** network location. Click **Next**.
Enter **RPC (TCP/135)** as the **Name** of the new firewall rule. Click **Finish**.
We need another inbound firewall rule. So click New Rule once again.

Choose Program. Click Next.
Choose **This program path** and enter

```
%ProgramFiles%\Microsoft SQL Server\100\DTS\Binn\MsDtsSrvr.exe
```

Click **Next**.
Choose **Allow the connection**. Click **Next**.
Choose the appropriate firewall profile(s). In this scenario, we only allow computers connected to a **Private** network location. Click **Next**.
Enter **SQL Server Integration Services service** as the **Name** of the new rule. Click **Finish**.

![New Inbound Rule Wizard](image)

**Configuring DCOM Permissions**

In addition to inbound firewall rules allowing access to the Integration Services service, we also need DCOM permissions to enable access to this service. DCOM permissions are granted to the appropriate users.
Here, our local user mschmitt will be allowed to remotely manage Integration Services. On the server machine, add an appropriate local user (mschmitt in this scenario) to the local user group **Distributed COM Users**.

![Distributed COM Users Properties](image)

If you are logged on as the user who is granted permissions, log off and log on again so that the changes will become effective.
Besides DCOM permissions on computer level, we also have to grant DCOM permissions on application level, namely on the Integration Services DCOM application MsDtsServer100.

On the server machine, open up **Administrative Tools** -> **Component Services**. Expand the **DCOM Config** node.

Right-click the **MsDtsServer100** application and choose **Properties**.
Choose the **Security** tab. In the **Launch and Activation Permissions** region, choose **Customize** and click **Edit**.

![MsDtsServer100 Properties](image-url)

Learn more about [setting these properties](image-url).
Add the user who will remotely manage Integration Services (mschmitt in this scenario) and Allow Local Launch, Remote Launch, Local Activation and Remote Activation for this user. Click OK.
Back in the **Security** tab, in the **Access Permissions** region choose **Customize**. Click **Edit**. Again, add the user who will remotely manage Integration Services (**mschmitt** in this scenario) and **Allow** both **Local Access** and **Remote Access** for this user. Click **OK**.

![Access Permissions](image)

Confirm the changes by clicking **OK** in the MsDtsServer100 **Properties** dialog.

Typically, a restart of the server machine is required for the changes to apply.

*So restart the server machine now!*

As a final test, open up SQL Server Management Studio on the notebook and connect to the Integration Services on the server. Now it should work.
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